
INTREPID™ MicroPoint™ II is the new-generation version of Southwest 
Microwave’s field-proven perimeter fence detection system for applications 
where the detection of cut or climb attempts is required. A newly 
enhanced FSK communications system increases the range for system 
communication across the sensor cables.

MicroPoint™ II is the industry’s highest performing fence sensor, using 
proprietary Digital Signal Processing (DSP) algorithms to precisely locate 
intrusion attempts to within 1.1 meters (3.6 ft) while ignoring harmless 
disturbances caused by wind, rain or vehicle traffic. The system’s superior 
signal-to-noise ratio, bandwidth and dynamic range produce superior 
probability of detection and a very low false / nuisance alarm rate (FAR/NAR).

With a coverage area of 400 meters (1312 ft) per processor, the 
MicroPoint™ II system consists of a Processor Module and two sensor 
cables that are tie-wrapped to a perimeter fence or topper wire. The 
Processor Module provides the system intelligence to perform powerful 
alarm signal processing, DC power distribution and data communications 
networking (via FSK), eliminating the need for extra wiring. The MicroPoint™ 
cable detects fence vibrations, permits easy connection of the perimeter 
system and supports DC power, data communications and intrusion 
detection capabilities. 

Detection zones are set in software to cost-effectively tailor zoning to suit 
a site’s unique requirements.

As part of the new-generation INTREPID™ family, MicroPoint™ II may also be 
networked with the MicroTrack™ II Buried Cable Sensor and MicroWave 330 
Digital MicroWave Link using a common, open architecture communications 
protocol. An IP-based model is available. Refer to Southwest Microwave’s 
MicroPoint™-POE-S data sheet for complete details.

   SINGLE PLATFORM NETWORKING 
CAPABILITIES

  INTRUSION LOCATION TO 1.1 M (3.6 FT) 

  ADVANCED DIGITAL SIGNAL PROCESSING

   SOLVES ENVIRONMENTAL NUISANCE ALARM 
PROBLEMS

  SITE-ADAPTIVE SENSITIVITY LEVELING™

  SOFTWARE CONTROLLED ZONING

  UNIFORM DETECTION ALONG FENCELINE

   FOUR SYSTEM CONTROLLER OPTIONS PLUS 
AVAILABLE SDK

KEY FEATURES

FENCE DETECTION SYSTEM

Universal INTREPID™ System Controllers provide extensive perimeter security 
management options, enabling the development of an alarm monitoring and 
control program to suit each facility’s unique requirements. INTREPID™ System 
Controllers offer scalable, plug-and-play solutions to suit sites of any size or con-
figuration, with features ranging from local or remote relay control to centralized, 
TCP/IP-based management of large or multi-site applications. Network-based con-
trol options support remote device configuration and monitoring capabilities for 
networked applications.

INTREPID™ System Controllers conveniently and reliably manage all INTREPID™ 
Series II perimeter detection systems - MicroPoint™ II and MicroNet™ II Fence De-
tection Systems, MicroTrack™ II Buried Cable Detection System and MicroWave 330 
Digital Microwave Link. Control modules also incorporate and operate contact-closure 
auxiliary security devices and interface with assessment equipment (CCTV/DVR) or 
other system outputs. 

INTREPID™ System Controllers facilitate the assignment of alarm inputs to specif-
ic perimeter segments - or zones - of desired lengths. For added flexibility, multiple 
sensor technologies can be assigned to a single zone. Zones may be associated 
with specific outputs - such as camera presets - so that when a perimeter
breach is detected, precise visual assessment is achieved.

INTREPID controllers seamlessly integrate all Series II devices via a common, open 
architecture communications protocol  using standard RS422 serial data interface. 
Communication connections may be made via copper wire, fiber optic cable or 
TCP/IP (CM II-N, PSM II, IPP II, RPM II).

Two SDK options are available to developers for high-level interface of INTREPID™ 
Series II sensors into custom monitoring and control applications: INTREPID™ Poll-
ing Protocol II (IPP II) and Remote Polling Module II (RPM II).

SYSTEM CONTROLLERS

Perimeter Security Manager II (PSM II)

Graphic Control Module II-HD (GCM II-HD)

Relay Control Module II (RCM II)
Control Module II-N (CM II-N)

Remote Polling Module II (RPM II)

 INTREPID™ Polling Protocol II (IPP II) - SDK
Remote Polling Module II (RPM II) - SDK

FLEXIBLE, BROAD-RANGING LOCAL AND REMOTE PERIMETER CONTROL OPTIONS
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